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	工程技术领域
	专业类别
	范围
	备注

	信息通信工程类
	信息通信管线专业
	包括但不限于通信管道、综合管廊、通道工程及其分支专业；架空、直埋、管道、海缆等光（电）缆线路工程及其分支专业。
	

	
	信息通信网络专业
	包括但不限于有线传输网络及设备、无线网络及设备、核心交换网络及设备、信息通信网络数字化信息技术基础设施等工程及其分支专业。
	1.有线传输网络及设备包括且不限于：PON、SDH、MSTP、PTN、SPN、IP RAN、WDM、OTN、SDON等以及新一代有线传输网络。
2.无线网络及设备包括且不限于：移动通信无线接入网（如：2G、3G、4G、NB-IoT、5G、eMTC、RedCap、LoRa、Sigfox）、数字集群通信无线接入网、WLAN无线接入网（AP）、固定无线接入（含：3.5 GHz固定无线接入、26GHz本地多点分配系统[LMDS]、点对点数字微波、宽带无线城域网等）、数字微波通信、卫星通信无线网（含：卫星地球站、通信卫星等）等以及新一代无线网络。
注：无线网设备包含天线、馈线、直放站等。
3.核心交换网络及设备包括且不限于：移动通信核心网（如：2G/3G核心网、4G核心网、NB-IoT核心网、5G核心网）、信令网、数字集群通信核心网、电路交换电话网、NGN、IMS网络、语音业务增值业务平台（如：语音信箱、智能网、彩铃业务平台、彩印业务平台、一卡多号业务平台、新通话业务平台）、消息中心（如：短消息中心、多媒体消息中心、即时消息中心）及消息业务网关、定位平台、基础服务IP网络（含：BRAS、Radius、Portal、AC等接入控制设备、WAP网关等）、
卫星通信核心网（网关站）等以及新一代核心交换网络。
4.信息通信网络数字化信息技术基础设施包括且不限于：NFV云资源池基础设施、NFV云资源池安全防护、承载网络的安全防护、网元及其数据的安全防护等。

	
	信息通信局站配套专业
	包括但不限于信息通信建筑及机房、信息通信设备动力（电源）、信息通信设备环境（暖通、空调、防雷接地）、信息通信设备机柜、信息通信塔桅、一体化信息通信设备机柜、时间同步网、时钟同步网等工程及其分支专业。
	

	
	信息通信网络运营与应用专业
	包括但不限于信息通信网络运行维护管理、信息通信网络客户信息管理、信息通信应用、信息通信网络运营与应用数字化信息技术基础设施等工程及其分支专业。
	1.信息通信网络运行维护管理包括且不限于：信息通信网设备集中操作维护系统、信息通信网网络管理系统、信息通信机房动力和环境监控系统、信息通信网信令监测及DPI系统、信息通信网网络优化工具及平台等。
2.信息通信网客户信息管理包括且不限于：信息通信网客户签约信息管理系统（如：开户、销户、签约信息变更）、信息通信网客户计费及账务系统、信息通信网业务受理及投诉处理客户服务坐席系统、信息通信网络经营分析系统、信息通信网运营自动化办公系统等。
3.信息通信应用包括且不限于：互联网应用（含移动互联网应用）、内容分发网络CDN、物联网应用（含移动物联网应用）、企业专网应用（含移动企业专网应用）、信息通信网行业应用（如：智慧城市、智慧园区、智慧农业、智慧矿山、智慧港口、智慧工厂/制造、智慧冶金、智慧电力、智慧教育、智慧医疗、智慧文旅、智慧金融、智慧交通、智慧邮政等）、工业互联网、数字
人等元宇宙应用、信息通信应用终端（固定和移动终端）等。
4.信息通信网络运营与应用数字化信息技术基础设施包括且不限于：云资源池硬件、云资源池IaaS软件、云资源池PaaS软件、云密码资源池、网络和信息安全、AI人工智能平台、区块链应用、大数据应用等以及新一代数字化信息技术。
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